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| **TRADITIONAL GUARD VACANCY ANNOUNCEMENT** | | |
| **NEW YORK AIR NATIONAL GUARD**  107th Attack Wing  9910 Blewett Ave  Niagara Falls, NY 14103 | **ANNOUNCEMENT#:** | **NF 23-17** |
| **OPENING DATE:** | 13 January 2023 |
| **CLOSING DATE:** | 13 February 2023 |
| **UNIT:** 107thOSS | **AFSC: 17D** | |
| **MIN/MAX AVAILABLE GRADE:**  New Commissioning or Commissioned  Max Grade: O-4 | **AREA OF CONSIDERATION:** **NATIONWIDE:**  All candidates may apply who meet the basic qualification for this position and who are eligible for membership in the NYANG. | |
| **POSITION TITLE:** WARFIGHTER COMMUNICATIONS OPERATIONS | | |
| SPECIALTY SUMMARY: (As outlined in AFI 36-2101 and AF Officer Classification Directory) Operates, secures, configures, designs, maintains, sustains, and extends cyberspace infrastructure; provides and employs cyberspace capabilities; and leads Department of Defense information network (DODIN) operations missions to achieve Commander’s objectives in or through cyberspace.. | | |
| **MINIMUM QUALIFICATIONS**:  Must meet the minimum requirements as outlined in AFMAN 36-2032.  **Must have 4 year degree completed prior to board** | | |
| **SPECIALTY QUALIFICATIONS (IAW AFOCD dated 31 Oct 2022):**  **KNOWLEDGE:** The following knowledge is mandatory for the AFSCs indicated:  Mandatory knowledge includes information technology, wired and wireless telecommunications, computer networking, cloud architectures, electronics theory, information assurance, data links management, spectrum operations, vulnerability assessment techniques, operating system environments, scripting, operational and tactical planning, and supervisory control and data acquisition systems. Knowledge will include the military application of these technologies as well as industry best practices  **EDUCATION:** Undergraduate or graduate education related to computer science, computer engineering, or information technology is desirable, but not required  3.2.1. Prior service 3D, 1D7, 1B4, or 1N4XA commissioning Airmen, and equivalent career fields in other services, will be accepted into the career field regardless of undergraduate degree possessed.  **TRAINING:** The following training is mandatory as indicated:  3.3.1. For award of AFSC 17D1XA/B, completion of IST Introduction to Cyber Fundamentals, Undergraduate Cyber Warfare Training (17XXX), and Warfighter Communications Officer Course (17DXA/B).  **Experience:** 3.4.1. For upgrade to AFSCs 17D2X/3X, unit commander determines proficiency based on performance, experience and completion of minimum training requirements.  3.4.2. For award of 17DXYindividuals must have previously held 17DXX position.  **OTHER:** The following are mandatory as indicated:  3.5.1. For award and retention of this AFSC:  3.5.1. For award and retention of this AFS, specialty requires routine access to Tier 5 (T5) information, systems or similar classified environments and completion of a current T5 Investigation IAW DoDM 5200.02\_AFMAN 16-1405, Air Force Personnel Security  Program is mandatory. NOTE: Award of the entry level without a completed T5 Investigation is authorized provided an interim Top  Secret security clearance has been granted according to DoDM 5200.02\_AFMAN 16 -1405.  3.5.2. Retention of these AFSCs may require favorable adjudication of counter-intelligence polygraph and/or favorable determination for access to sensitive compartmented information.  3.5.3. Members may be required to obtain and maintain a Flying Class III physical to qualify for specific positions within this AFS. | | |
| **DUTIES AND RESPONSIBILITIES**:  2.1. Plans, designs, maintains, and operates information networks and cyberspace systems necessary for operations.  2.2. Provides a broad range of cyber-related expertise key to successful warfighting operations in the air, space, and cyberspace domains, to include the electromagnetic spectrum  2.3. Facilitates architectural and technical solutions to operational requirements; vets potential solutions and advises commanders on associated risks and mitigation factors.  2.4. Directs the extension, employment, reconfiguration, adaptation and creation of portions of cyberspace to assure mission success for commanders. This includes both deliberate and crisis action scenarios.  2.5. Develops plans and policies, monitors operations, and advises commanders. Assists commanders and performs staff functions related to this specialty.  2.6. Provides specific cyber-terrain-focused expertise to defensive cyberspace operators to enhance their ability to defend that terrain.  2.7. Advocates for resources when existing resources are insufficient to prosecute assigned missions.  2.8. Develops Primary, Alternate, Contingency, and Emergency (PACE) communications plans to support mission assurance. Manages operations with degraded capabilities while working to reestablish primary ones. . | | |
| **OTHER QUALIFICATIONS:** | | |
| **APPLICATION PROCEDURES: All** applicants will prepare and forward the following no later than close of business on closing date by email (except for transcripts):   * AF Form 24 * Resume * Most Recent vMPF records review RIP * Cover Letter * AFOQT complete with passing scores * Official College Transcripts Emailed or Mailed to   107 ATKW/FSS/FSM  9910 Blewett Ave  Niagara Falls, NY 14304  **SELECTION BOARD**  A selection board will convene to interview all qualified applicants. Applicants will be informed either in writing or telephonically, of the date and time to appear.  **Selecting Official**: Maj Robert Mathewson  **For more information or questions regarding the RPA career field, please contact TSgt Heather Bauer at 716-236-3678 or by e-mail at** [**heather.bauer.3@us.af.mil**](mailto:heather.bauer.3@us.af.mil)**.**  **EMAIL APPLICATIONS PACKAGES TO THE FOLLOWING:**  **EMAIL:** Michael.Owczarczak@us.af.mil  **EMAIL:** stasha.peritore.1@us.af.mil  **SUBJECT: NF** 23-17 WARFIGHTER COMMUNICATIONS OPERATIONS | | |