	ADVERTISEMENT TRADITIONAL GUARD ENLISTED VACANCY ANNOUNCEMENT

	NEW YORK AIR NATIONAL GUARD
174TH ATTACK WING
6001 EAST MOLLOY ROAD
SYRACUSE, NEW YORK 13211-7099
	ANNOUNCEMENT #: FY 25-16

	
	DATE: 23 December 2024

	
	CLOSING DATE: UNTIL FILLED

	UNIT: 174th Maintenance Squadron 
	AFSC: 1D7X1Q
RANK:  MSgt

	POSITION TITLE: 

CYBER SYSTEMS OPERATIONS
	AREA OF CONSIDERATION: NATIONWIDE
All members who meet the qualifications for these positions
Anyone Eligible To Join The Air National Guard


	SPECIALTY SUMMARY
(As outlined in AFECD, 31 OCT 2024)
Manages and performs Cyber Systems Operations and other cyber functions (DoDIN operations) in garrison and in deployed environments. Surveys, secures, protects, defends, preserves, designs, builds, operates, and extends data, networks, net-centric capabilities, and other designated systems. This Air Force Specialty Code incorporates the use of DoD Cyber Workforce Framework (DCWF) Codes to tie this specialty to the framework. 


	DUTIES AND RESPONSIBILITIES

2.1. The available duties and responsibilities can encompass: 
2.2. Enterprise Operations delivers enduring cyber mission capabilities. Enterprise Operations includes all applicable statutes, but specifically the designing, building, provisioning, maintaining, and sustaining information systems, including warfighter communications, within the Department of the Air Force (DAF). The Department of Defense Information Network (DoDIN) operations mission includes operational actions taken to secure, configure, operate, extend, maintain, and sustain DoD cyberspace and to create and preserve the confidentiality, availability, and integrity of the DoDIN’s digital terrain and physical infrastructure. 
2.3. ★Cybersecurity secures, defends, and preserves data, network, net-centric capabilities, and other designated systems by ensuring appropriate security controls and measures are in place, and taking internal defense actions to protect DoDIN systems to execute DAF operations. Enforces national, DoD and Air Force security policies and directives to ensure Confidentiality, Integrity, and Availability (CIA) of Information Systems (IS) resources. Operations include identifying, locating, and eliminating identified vulnerabilities that compromise the security of the communications, information, electromagnetic environment,or industrials systems through protective measures. 





	CLEARANCE
Secret, as a minimum.  




(SEE REVERSED)

	INQUIRIES ABOUT POSITIONS

Please Contact The Recruiting Office @ 1800-883-4484 For Qualification and Eligibility Questions.
(This number rings on all recruiting phones)



HQ NYANG FM 11, 17 Sep 2019

