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| **ENLISTED VACANCY ANNOUNCEMENT** | |
| **NEW YORK AIR NATIONAL GUARD**  174TH ATTACK WING  6001 EAST MOLLOY ROAD  SYRACUSE NY 13211-7099 | **ANNOUNCEMENT:** HF FY 25-11 |
| **POSTING DATE:** 28 APRIL 2025 |
| **CLOSING DATE:** 12 MAY 2025 |
| **UNIT:** 152D AIR COMMUNICATIONS SQUADRON | **AFSC:** 1D700 |
| **POSITION TITLE:**  SENIOR ENLISTED LEADER | **AREA OF CONSIDERATION:** BASEWIDE  DSG 1D700 E-8s (immediately promotable) and E-9s.  Must be fully qualified 1D7XX (no retrain). |
| **SPECIALTY SUMMARY**  (As outlined in AFI 36-2109 and the current DAFECD)  The Warfighter Communications Career Field manages, secures, configures, operates, extends, maintains and sustains the technological capabilities used to collect, process, store, disseminate and manage information on-demand for warfighters, policy makers, and support personnel. These responsibilities extend to interconnected and stand-alone systems in all environments to preserve the confidentiality, availability and integrity of the Department of Defense Information Network (DoDIN) (DoDI 8410.02). Warfighter Communications implements governance and investment strategies to drive sustainability and reliability for the warfighter coupled with the cybersecurity posture needed to face competition in the global environment. Warfighter Communications integrate with the Cyber Warfare Operations (1B) community to secure, operate and defend the DoDIN consistent with DoD policy, strategic guidance, and higher headquarters direction. Warfighter Communications personnel are organized, trained, equipped and resourced to execute DoDIN operations providing cybersecurity and Information Technology capabilities enabling Air and Space Force core missions. DCWF work roles associated with this specialty will be listed in the Career Field Education and Training Plan (CFETP). | |
| **QUALIFICATIONS AND SELECTION FACTORS**  Selection for this position will be made without regard to race, religion, color, creed, gender or national origin.  Applications are subject to review by the FSS to ensure all mandatory requirements are met, as outlined in applicable regulations, applicants must meet a board.  The requirements and qualifications prescribed in this announcement are minimum for nomination for appointment consideration. Appointment is not assured merely by meeting these requirements.  Ability to provide leadership and management in organizing, training and equipping personnel in the assigned Group. Ability to supervise subordinates which includes developing and administering standards, evaluations, and directing/prioritizing tasks. Knowledge in directives and procedures in the following areas: First Sergeant, Personnel, Training, and Family Programs, etc. Ability to read, understand, interpret and administer Department of the Air Force Instructions (DAFIs), laws, and directives. Ability to effectively communicate both orally and in writing with all levels of personnel to include the State Leadership and National Guard Bureau. Ability to effectively lead personnel. Ability to independently identify weaknesses and develop solutions that are effectively implemented with successful results. | |
| **KNOWLEDGE:**  This specialty requires knowledge of techniques and procedures of systems analysis and design; project management, IT systems processing; system operation and maintenance; system and equipment capability, capacity, and logic; personnel and equipment performance measurement; awards programs and manpower and organization; security, administrative contract, training, resource, records, publications, deployment, logistics, and base/unit functional management.  **EXPERIENCE:**  For award of the 1D791, qualification in and possession of 1D77X/X and experience managing and directing warfighting communications activities.  (CONTINUED) | |

|  |
| --- |
| **DUTIES AND RESPONSIBILITIES:**   * Conducts Warfighter Communications and associated support activities to secure and operate the DoDIN and other allied cyberspace systems. This includes communications and cybersecurity practices to preserve the availability of cyber systems and protect data, networks, net-centric capabilities, and other designated systems as well as passive defense measures intended to maintain and operate the DoDIN such as configuration control, patching and firewall configuration. * Plans and organizes cyber support activities. Plans and supervises system installation and evaluates facilities layout and performance standards. Designs and develops organizational structures and determines equipment, training, and supplies required for systems implementation and support. Interacts with mission partners to ensure cyber capabilities meet mission requirements. Establishes tactics, techniques, and procedures. Evaluates operational readiness of communications equipment, network devices, sensors, intrusion detection, and related support equipment. * Directs activities responsible for system analysis and design, programming, operations and maintenance, security, systems management, technical support, plans, implementation, and resource management. Implements and interprets policies, directives, and procedures. * Establishes training requirements and programs to meet foundational and residential (e.g. local) knowledge and certification requirements and to enhance professional awareness of emerging technologies. * Directs maintenance activities. Directs personnel employed in positioning, deploying, inspecting, adjusting, removing, replacing, repairing, operating, and securing communications systems and related equipment. Prepares and analyzes reports encompassing siting, deploying, maintaining, installing, repairing, and removing communications systems and related equipment. Coordinates activities and resolves common problems. Directs overhaul and repair of communications systems and related equipment. Establishes local maintenance procedures and policies. Ensures work standards are maintained. Determines extent and economy of repair, including disposition of malfunctioning equipment. * Inspects and evaluates maintenance activities for compliance with directives. Evaluates, rates, and prepares reports. Recommends and implements corrective action for improved methods and procedures. Evaluates effectiveness of equipment usage, systems performance, customer service, supplies, system scheduling, processing, and maintenance. * Plans, programs, and develops budget inputs to ensure resource availability for operational and training requirements. * Manages plans, implementation, and development functions. Helps functional users define requirements. Recommends automated methods to enhance resource use. Supervises functional user requirements translation into automated systems capabilities. Organizes teams that use methodologies to meet mission requirements. Supervises test and evaluation efforts to determine performance. Organizes and participates in mission implementation and conversion. Ensures continued interface between functional users, and programming and operations personnel for implemented systems. Ensures compliance with standards for systems documentation. * Oversees the overall manpower strengths of enlisted personnel at the unit level and advises the commander, ensuring fair and equitable resource distribution. Allocate all incoming enlisted personnel based on skill- level, grade authorizations, and experience to maintain balanced manpower within the unit. Where appropriate, offer input and feedback to the next level Functional Manager (FM) for base level resourcing as mentioned in the 1D7 SEL Handbook. |
| **OTHER QUALIFICATIONS:**  The following mandatory is indicated for award and retention of these AFSCs:   * Specialty may require routine access to classified information, systems, missions, and environments to include but not limited to Sensitive Compartmented Information Facilities (SCIF), Airborne platforms, Agile Combat Employment, Nuclear Command & Control (NC3), and a multitude of emerging mission requirem3ents in a highly contested domain IAW DoDM 5200.01-DAFMAN 16-1405. * Must be eligible for Top Secret (Tier 5) and maintain security clearance based on current position requirements. * Must maintain local network access IAW AFI 17-130, Cybersecurity Program Management and AFMAN 17-1301, Computer Security. |
| **APPLICATION PROCEDURES:**  Packages must be received no later than close of business on vacancy announcement closing date. Candidates will  be notified of interview date and time.  **Applicants will prepare and email an application package to include all the following:**   * One page Letter of Intent * Resume * vMPF Record Review * Air Force Fitness Management System Individual Report * AF 422 Notification of Air Force Member's Qualification Status * Copy of last three (3) Enlisted Performance Briefs/Reports |
| **APPLICATION SUBMISSION:**  **An application package will not be accepted if it is incomplete, if it is not in one PDF document/portfolio, or if it is received after the close out date.**   * Applicants will email their application package in one PDF document/portfolio to the Military Personnel Flight (MPF) customer service email: [174FSS.3F0-Personnel@us.af.mil](mailto:174FSS.3F0-Personnel@us.af.mil) * Direct any submission process questions to the MPF customer service email: [174FSS.3F0-Personnel@us.af.mil](mailto:174FSS.3F0-Personnel@us.af.mil) * Direct any position-specific questions to Maj Patrick Cooney at [patrick.cooney.1@us.af.mil](mailto:patrick.cooney.1@us.af.mil) |