
ENLISTED VACANCY ANNOUNCEMENT 
NEW YORK AIR NATIONAL GUARD 
174TH ATTACK WING 
6001 EAST MOLLOY ROAD 
SYRACUSE, NEW YORK 13211-7099 

ANNOUNCEMENT #: FY 25-118 

DATE: 17 JUNE 2025 

CLOSING DATE: 1 Aug 2025 
UNIT: 174 OSS AFSC: 1D771 or 1D791 

RANK: SMSgt 
POSITION TITLE: CYBER 
OPERATIONS 

AREA OF CONSIDERATION: Nationwide 
MSgt-SMSgt 

SPECIALTY SUMMARY 

 Leadership: Leads, mentors, and develops cyber professionals within the 174th Operations Group. 

 Operational Integration: Advises leadership and integrates cyber into planning. 

 Training: Develops and implements training programs to maintain personnel proficiency. 

 The primary purpose of this position is to lead the readiness, training, and professional development of assigned Cyber personnel 
supporting 24/7 MQ-9 Reaper operations within the 174th Operations Group. As a senior non-commissioned officer, you’re a key 
advisor to the Flight Commander and Senior Enlisted Leader (SEL) on all matters, ensuring mission success through seamless 
integration of cyber capabilities across operational planning and execution. 

 Directly responsible for supervising and mentoring enlisted personnel, fostering a culture of professionalism, mission ownership, and 
continuous improvement. This includes leading efforts in developing and executing comprehensive training programs to sustain and 
enhance the operational effectiveness of the cyber team in direct support of MQ-9 operations 

 This position demands strong enlisted leadership, operational expertise, and the ability to build and sustain trust across units to 
optimize cyber support to MQ-9 missions and the broader objectives of the 174th Operations Group. 

Full time MPA Orders may be available; however, they are not guaranteed and are subject to availability and mission requirements. 

DUTIES AND RESPONSIBILITIES 
 

2.1. The available duties and responsibilities can encompass:  
2.2. Enterprise Operations delivers enduring cyber mission capabilities. Enterprise Operations includes all applicable statutes, but 
specifically the designing, building, provisioning, maintaining, and sustaining information systems, including warfighter 
communications, within the Department of the Air Force (DAF). The Department of Defense Information Network (DoDIN) 
operations mission includes operational actions taken to secure, configure, operate, extend, maintain, and sustain DoD cyberspace and 
to create and preserve the confidentiality, availability, and integrity of the DoDIN’s digital terrain and physical infrastructure.  
2.3. ★Cybersecurity secures, defends, and preserves data, network, net-centric capabilities, and other designated systems by ensuring 
appropriate security controls and measures are in place, and taking internal defense actions to protect DoDIN systems to execute DAF 
operations. Enforces national, DoD and Air Force security policies and directives to ensure Confidentiality, Integrity, and Availability 
(CIA) of Information Systems (IS) resources. Operations include identifying, locating, and eliminating identified vulnerabilities that 
compromise the security of communications, information, electromagnetic environment, or industrials systems through protective 
measures.  

SPECIALTY QUALIFICATIONS 

 Leadership: Experience leading, mentoring, and supervising personnel across cyber AFSCs 
 Intelligence Expertise: Strong knowledge of cyber products and processes for MQ-9 operations. 
 Operational Experience: Familiarity with military operations and how cyber supports 24/7 missions. 
 Training Skills: Ability to design and implement training programs for cyber personnel. 
 Resource Management: Proficient in managing personnel, materials, software, and budgets. 

CLEARANCE 

TS/SCI, as a minimum. 

INQUIRIES ABOUT POSITIONS 

Please contact Recruiting at 1-800-883-4484 
174ATKW Recruiting at 315-233-2159  



 


